**Трое жителей Южно-Сахалинска поверили уловкам мошенников и за сутки лишились более 400 тысяч рублей**

За прошедшие сутки трое жителей областного центра обратились в дежурную часть за помощью. Все они стали жертвами мошеннических действий.

Первый факт противоправного деяния был зарегистрирован в обеденное время. С заявлением к полицейским обратился молодой человек. Он рассказал стражам порядка, что разместил на одном из популярных интернет-ресурсов объявление о продаже своей барабанной установки. Через некоторое время ему позвонил мужчина и сообщил, что готов прямо сейчас приобрести товар. Также он попросил продиктовать номер своей банковской карты и трехзначный код на ее обороте якобы для оплаты за барабанную установку. Заявителя это не смутило, и он продиктовал нужную злоумышленнику информацию, после чего, с его кредитки были списаны более 9 тысяч рублей.

Ближе к вечеру в этот же день в дежурную часть поступило сообщение от пенсионерки 1949 года рождения. Женщина была обманута аферистами почти на 250 тысяч рублей. Как выяснили оперативники, ей на мобильный телефон позвонил неизвестный с Московской области и сообщил, что ей полагается компенсация за ранее приобретенные лекарственные препараты. Вот только для ее получения необходимо оплатить страховой взнос. Пенсионерка не заподозрила подвоха и проследовав до ближайшего банкомата перевела на указанный мошенником счет 248 тысяч рублей. Как только деньги поступили на счет афериста он бросил трубку и более на связь не выходил.

Последний за дежурные сутки факт мошенничества был зарегистрирован ближе к полуночи. На «удочку» аферистов попалась 55-летняя женщина. В ходе разбирательства было установлено, что 21 декабря ей на мобильный телефон позвонил мужчина и представился сотрудником безопасности банка. Он сообщил, что в компании якобы произошел глобальный сбой. Из-за этого кто-то прямо сейчас пытается взломать его банковские счета. Чтобы предотвратить хищение сбережений, необходимо срочно продиктовать ему номер карты и смс-коды, которые сейчас придут ему на гаджет. Вместо того, чтобы позвонить по горячей линии в свой банк и действительно убедиться в том, что мужчина говорит правду, он поверил злоумышленнику и сообщил всю нужную ему информацию. Спустя несколько минут с его кредитки были списаны почти 150 тысяч рублей. Поняв, что его обманули, заявитель поспешил обратиться за помощью в полицию.

По всем вышеописанным фактам возбуждены уголовные дела. Ведется следствие.

**УМВД России по Сахалинской области напоминает. Чтобы не стать жертвой мошенников, необходимо соблюдать следующий ряд правил:**

**- при покупке товара с рук, через интернет-объявления, никогда не соглашайтесь на предоплату.**

**- никогда и никому не сообщайте реквизиты своей банковской карты! Особенно, коды, расположенные на оборотной стороне карты. Если у вас начинают про них спрашивать, лучше сразу оборвать разговор.**

**- при совершении денежных операций через мобильный банк, никогда не сообщайте смс-коды третьим лицам. Они предназначены только для проведений операций лично Вами. Мошенники под любым предлогом пытаются узнать именно эти данные, поскольку они позволят завладеть вашей картой на расстоянии и опустошить Ваш счет.**

**Телефонный звонок позволяет манипулировать человеком при разговоре, но при таком общении можно разоблачить мошенника правильным вопросом. Цель мошенников – заставить Вас передать свои денежные средства «добровольно». Чтобы противодействовать обману, достаточно знать о существовании мошеннических схем и в каждом случае, когда от Вас будут требовать перевести сумму денег, задавать уточняющие вопросы.**

**Телефонные мошенники рассчитывают на доверчивых, податливых людей, которые соглашаются с тем, что им говорят, и выполняют чужие указания. Спокойные, уверенные вопросы, отпугнут злоумышленников.**

**Если по телефону за помощью к Вам обратился ваш друг или родственник, перезвоните на его мобильный телефон. Если телефон отключен, постарайтесь связаться с его коллегами, друзьями или близкими для уточнения информации.**

**Если мошенники все же сумели завладеть Вашими денежными средствами, обратитесь в ближайший отдел полиции. Своевременное обращение в правоохранительные органы может помочь другим людям не попасться на уловки аферистов.**

*Пресс-служба УМВД России по Сахалинской области*