**83-летняя жительница Александровск-Сахалинского отказала мошенникам в переводе денег**

8 апреля в дежурную часть УМВД России по городу Южно-Сахалинску поступило заявление от 43-летнего жителя села Новая Деревня, у которого со счета в банке пропало около 100 тысяч рублей. Мужчина сообщил полицейским, что 31 марта ему проступил звонок от девушки, которая представилась сотрудником государственного учреждения, занимающегося социальными выплатами. Звонившая  сообщила, что у заявителя имеются пенсионные выплаты с предыдущего места работы и чтобы их перевести, необходимо реквизиты банковской карты и  смс-сообщение с кодом. Заявитель сообщил данные сведения по телефону и лишился вышеуказанной суммы.

А 83-летней жительнице города Александровск-Сахалинский позвонил мужчина, который представился следователем. Он сообщил, что ранее она выписывала лекарственные средства, которые оказались некачественными. Теперь потерпевшей якобы положена компенсация в размере 450 тысяч рублей, но для её получения необходимо перевести 45 тысяч рублей комиссии на счет, который ей укажут. Пенсионерка проявила бдительность и сообщила о произошедшем в полицию. О подобном виде мошенничества заявитель знала ранее из СМИ и профилактических листовок.

Также в полицию обратился гражданин, который сообщил о хищении путем обмана около 105 тысяч рублей. Заявителю поступил звонок от девушки, которая представилась сотрудником банка и сообщила, что была попытка снятия денежных средств с его лицевого счета. Чтобы обезопасить сбережения, по указанию лжесотрудников мужчина снял деньги и через терминал перевел на «безопасный» счет.

**Уважаемые граждане! Проявляйте бдительность! Помните, что противостоять мошенникам возможно лишь повышенным вниманием и здравомыслием. Чтобы не стать жертвой злоумышленников, необходимо соблюдать простые правила безопасного поведения и обязательно довести информацию до родных и близких, в особенности пожилого возраста.**

**Не совершайте по просьбе незнакомых лиц операции по карте, не сообщайте никому пароли, приходящие посредством смс-банкинга, не соглашайтесь на 100 % оплату товара при покупке через сомнительные интернет-объявления, непроверенные сайты, подозрительные страницы в социальных сетях. Перезванивайте сами в банк и своим родственникам.**