**Сахалинка дала в долг по переписке и осталась без денег**

В УМВД России по городу Южно-Сахалинску поступило заявление от 30-летней жительницы областного центра, у которой было похищено 25000 рублей.

В мессенджере заявительнице пришло сообщение от родственницы с просьбой дать в долг вышеуказанную сумму до 7 марта. Потерпевшая перевела деньги, а через 2 часа ей позвонила та самая родственница и сообщила, что ее мессенджер взломали и у всех контактов просили денег в долг.

Возбуждено уголовное дело. Проводятся следственные действия.

Материал подготовлен на основе предварительных данных

**КАК ЗАЩИТИТЬ СВОЙ АККАУНТ В ТЕЛЕГРАМ - Установите код-пароль (Настройки - Конфиденциальность - Код-пароль). Тогда никто, кроме вас, не сможет получить доступ к группам и личным перепискам. - Включите двухфакторную аутентификацию (Настройки - Конфиденциальность - Облачный пароль, он же двухфакторная аутентификация). Тогда войти в аккаунт без подтверждения кода по смс-сообщению не получится. - Настройте автоматическое удаление данных (Настройки - Конфиденциальность - Если я не захожу).По истечению этого срока сведения исчезнут, к ним никто не сможет получить доступ. - Часто мошенники получают доступ к аккаунтам посредством пятизначных кодов, которые рассылают по контактам в мессенджере. Не вводите подозрительные символы по просьбе неизвестных лиц. - Проверяйте активные сеансы на компьютерных устройствах (Настройки - Конфиденциальность - Устройства - Активные сеансы)**